
ISSN: 2594-3421 (Print), 2773-8191 (Online)

OF SCIENTIFIC RESEARCH
BMC JOURNAL

Volume 6	 December 2023

A Multidisciplinary Peer Reviewed Research Journal

Published by:
Research Management Cell

Birendra Multiple Campus
Bharatpur, Chitwan, Nepal



Research Management Cell

Prof.  Dr. Sita Ram Bahadur Thapa	 -	 Coordinator
Prof.  Dr. Harihar Paudyal	 -	 Member
Prof.  Arun Kumar Shrestha	 -	 Member
Prof.  Dr. Krishna Prasad Paudyal	 -	 Member	
Assoc. Prof. Dr. Dhaneshwar Bhattarai	 -	 Member
Assoc. Prof. Dr. Manoj Kumar Lal Das	 -	 Member
Assoc. Prof. Dr. Krishna Prasad Sapkota	 -	 Member
Assoc. Prof. Dr. Ek Narayan Paudyal	 -	 Member
Assoc. Prof. Dr. Ganga Raj Pokhrel	 -	 Member

Publisher:
Research Management Cell
Birendra Multiple Campus, Bharatpur, Chitwan, Nepal
E-mail: rmcbirendra@gmail.com

Copyright © 2023: 
Research Management Cell
Birendra Multiple Campus, Bharatpur, Chitwan, Nepal

ISSN: 2594-3421 (Print), 2773-8191 (Online)
Reproduction of this publication for resale or other commercial purpose is prohibited without 
prior written permission of the copyright holder.
Printed in Siddhababa Offset Press, Bharatpur, Chitwan, Nepal, Contact: 9855050040

Price : 200/-



 Contents

BMC Journal of Scientific Research	              Volume 6	 December 2023

1.	 Quality of Life Among Elderly People in Chitwan District, Nepal	 1-15
	 Jiwan Kumar Poudyal, Dhanendra Veer Shakya, Sumitra Parajuli,  

Govinda Prasad Dhungana
2.	 Theoretical Investigation of the Thermodynamic Properties of  

Lead-free Ternary Alloys Sn-Sb-Bi and their Subsystems	 16-30
	 Sanjay Kumar Sah, Indu Shekhar Jha, Ishwar Koirala

3.	 Surface Tension of Liquids (Water, Chloroform and Acetone) by  
Capillary Rise Method	 31-36

	 Dipak Raj Adhikari, Tek Bahadur Budha, Anup Basnet,  
Shesh Kant Adhikari, Shiva Pd. Baral

4.	 Study of Fiber Yielding Plants of Devchuli Municipality Ward no.13, Nawalparasi	 37-45
	 Pooja Pokharel and Manoj Kumar Lal Das

5.	 Study of Quality and Damping Factor at First and Second  
Resonance of Closed Organ Pipe	 46-54	
S.K. Adhikari

6.	 Ethnobotanical and Phytochemical Study of Houttuynia cordata  
Thunb: A Review	 55-62

	 Hari Devi Sharma, Janardan Lamichhane, Smriti Gurung and Balkumari Oliya

7.	 Impact of Mandatory Corporate Social Responsibility on  
Beneficiary Institutions Satisfaction in Nepal	 63-72	
Sudip Wagle

8.	 University Students' Knowledge and Attitudes about Plagiarism:  
A Web-Based Cross-Sectional Study	 73-81	
Hari Prasad Upadhyay, Bijay Lal Pradhan, Prativa Sedain

9.	 Social Biases and Equity Investment Decisions of Individual Investors:  
Behavior Finance Perspective	 82-96	
Mohan Prasad Sapkota, Shiva Bhandari

10.	 Customers' Trust in E-payment : The Influence of Security and Privacy	 97-112	
Omkar Poudel1, Pradeep Acharya and Daya Simkhada

11.	 ARIMA and Exponential Smoothing Model to Forecast Average Annual 
Precipitation in Bharatpur, Nepal	 113-125	
Sarad Chandra Kafle,  Ekta Hooda

12.	 Impact of Intellectual Capital on Firms’ Performance: With Perspective of 
Commercial Banks in Chitwan 	 126-135	
Udaya Kumar Shrestha



BMC Journal of Scientific Research	              Volume 6	 December 2023

13.	 Impact of GDP and Inflation on Stock Market in India:  
A Case Study of BSE Index  	 136-148	
Satyendra Kushwaha, Sarad Chandra Kafle, Baburam Khanal

14.	 Awareness of People on Functions of Local Government in Nepal	 149-161	
Lila Prasad Limbu

15.	 Gender Based Knowledge on the Reservation System in Nepal 	 162-171	
Purnima Shrestha

16.	 ‘k/dfgGb’ dxfsfJodf 5Gbljwfg	 172-179	
bfdf]b/ l/hfn

17.	 of]4f pkGof;df ju{kIfw/tf	 180-191	
k|ef d/x¶f sf]O/fnf

18.	 ljZj]Zj/k|;fb sf]O/fnfsf] …;fGgfgLÚ syfdf k|hflt	 192-200	
/fh]Gb| lu/L



97

BMC JOURNAL OF SCIENTIFIC RESEARCH
A Multidisciplinary Peer Reviewed Research Journal

ISSN: 2594-3421 (Print), 2773-8191 (Online)

Customers' Trust in E-payment: The Influence of Security and 
Privacy 

Omkar Poudel1*, Pradeep Acharya2 and Daya Simkhada3

1. Introduction
When Western Union introduced the electronic fund transfer (EFT) in the United 
States in 1871, the first electronic payments were made. That was the first time 
customers could pay for products and services without bodily being there while the 
transaction took place. Since then, payment methods have changed expressively, with 
the introduction of the first modern credit card by the Bank of America in 1958. The 
growth of the e-commerce has the foundation of e-payment system, as many of the 
corporation and organization express their view in the support of e-payment system for 
their e-commerce development (Kousaridas et al., 2008).
 Many researchers define e-payment in the different ways. Teoh et al. (2013) stated 
that "e-payment is transfer of an electronic value of payment from a payer to payee 
through an e-payment channel that allows customers to remotely access and manage 
their bank accounts and transactions electronically". In another perspective, Peter and 
Babatunde (2012) viewed e-payment system as "any form of fund transfer via the 
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Abstract
Security and Privacy are the key factors in the digital payment platform. With the advance-
ment of the technology the use of the digital payment platform has largely increased. How 
people perceive the security and privacy factors are important determining factors for using 
and not using the digital payment platform. Perceived ease of use and Perceived Usefulness 
also have a defining impact on individual's intention to use the digital payment platform. 
This paper tends to study the impact of security and privacy perceptions on customers trust 
among digital payment users and also the impact of perceived usefulness and perceived 
use of use on customers intention to use digital payment. For the purpose of the study 327 
samples on the basis of past research conducted were collected and after the reliability and 
validity test, path analysis was employed to test hypothesis. The result suggests that security 
and privacy perceptions have significant impact on customers trust and also the trust do 
have significant positive impact on customer's intention to use. On the other hand perceived 
ease of use and perceived usefulness also have significant impact on customers intention to 
digital payment technology.  
Keywords: Digital payment, intention to use, security, privacy, trust, perceived usefulness.
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internet". Another definition suggests that e-payment systems are "payments made in 
electronic commerce environment in the form of money exchange through electronic 
means" (Kaur & Pathak, 2015).
The advancement of the wireless and internet technology has created greater opportunities 
and challenges in the present situation providing assist to the development of the 
electronic commerce and service commerce like electronic payment, mobile commerce, 
online shopping and many more.  E-payment systems is a sure way to transform the 
money from one point to another and also a medium for the development of technology 
in the field of economy (Slozko & Pelo , 2015). This statement is supported by many 
others researcher in their studies like, Hsieh (2001) and Peha and Khamitov (2004). 
Subsequently, with the introduction of e-payment system the world have moved along 
with the trend of the cashless payment system among the individuals, organizations 
and governments (Odi & Richard, 2013). As a result of this, the world is changing 
from the traditional methods of making payment with coin and paper to the electronic 
payment method causing the more secure mode of payment among the individuals and 
organizations (Premchand & Choudhry, 2015).
The main objective of the study is to find the impact of the security and security perceptions 
on customers trust in the context of the e-payment users. With the advancement of time 
and technology the number of individual using e-payment platform have increased but 
people till today don't feel safe to provide information to the e-payment service provider 
because of the trust issues. To increase the participation of individuals in the e-payment 
platform the service provider need to assure about the security and privacy gaining trust. 
2.  Literature review
2.1 Perceived security perception
Perceived Security is defined as "the degree to which people believe a technology 
or service is secured" (Kim et al., 2010). Customer concerns about system security 
are key impediments to e-commerce transactions (Orni et al., 2004). When clients 
engage in online activities and e-payment, their concern about security grows (Zhou, 
2011). According to Gervey and Lin (2000), security is simply one factor that 
influences customers' willingness to trust electronic payment transactions. According 
to Lim's(2003) findings, the presence of security or the feeling of being secure leads 
to concerns about trust. Additionally, security can act as a mediator between trust and 
willingness, ultimately leading to trusting behavior when both factors are present 
together. According to Suh and Han (2003), despite the fact that a higher number of 
security mechanisms have been established, individuals are still anxious about using the 
internet as a medium for online banking. Kumar et al. (2012) discovered that security in 
the perspective of online banking as perceived by consumers lays the groundwork for 
institutional trust, paving the way for internet banking adoption.
2.2 Perceived privacy perception
According to Margulis (1977), “privacy represents the control of transactions between 
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person(s) and other(s), the ultimate aim of which is to enhance autonomy and/or 
minimize vulnerability”. In the technology era, an individual's ability to govern his or her 
information is becoming increasingly important. Researchers have combined security 
and privacy to examine the risk involved in the connection between e-commerce and 
m-commerce (Susanto et al. 2012).
However, privacy and security are not identical concepts; there are important 
distinctions (Veijalainen, 2012). However, Chang et al.(2005) and Vijayasarathy 
(2004) claimed that security and privacy are two distinct concepts. According to 
Paola (1999), consumers may be apprehensive about the vendors' intents regarding 
how they would utilize the information received by them. Siau et al.(2003) postulated 
that information privacy is a key component of trust development, and that privacy 
concerns promote privacy. Another study by Piao et al.(2012) Wang, and Yang (2012) 
indicated that privacy policies play a vital role in trust and had a substantial positive 
relationship.  
2.3 Trust 
Due to risk involved in EPS building trust among the customers is a difficult task. Trust 
has been the important factor impacting customer's intention to use EPS and it is also 
found that customers having high trust level towards EPS have greater probability of 
using the system (Kim et al., 2010) . Research has established a correlation between 
trust and the adoption of m-commerce, highlighting a similar positive relationship 
between trust and the adoption of mobile payment methods. However, it has been noted 
that there is a lack of understanding regarding the development of trust and the specific 
factors that contribute to it (Hollingsworth & Dembla, 2013; Gerpott & Kornmeier, 
2009; Wong & Hsu, 2008; Damghanian et al., 2016). 
2.4 Perceived ease of use and perceived usefulness  
Perceived utility of mobile payment services is determined by the extent to which one 
feels that "using mobile payment services makes the payment process more efficient 
and effective" (Phonthanukitithaworn et al., 2015). The perceived usefulness of any 
payment service defines the context in which the intention to utilize payment services 
arises.The extent to which perceived utility influences acceptance is demonstrated 
in study on e-payment acceptance (Francisco et al., 2015), which discovered that 
consumers' attitudes are highly influenced by perceived usefulness.
According to Rekarti and Hertina (2014), the intention to use a system is defined as an 
individual's interest in engaging in an activity that is widely favored. Certain constraints of 
mobile wallet usage, such as operation and intricacy, cannot satisfy consumers who utilize 
electronic payment systems. According to Dai and Palvi (2009), the simplicity of learning 
and using the m-wallet is the essential foundation for consumers' adoption, regardless 
of their degree of expertise with the system. Several prior researches have shown that 
perceived simplicity of use has a considerable beneficial influence on users' propensity to 
utilize the offered system (Rigopoulos & Askounis, 2007; Jayasingh & Eze, 2015).
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2.5. Intention to use
Shiau (2014) explored that Behavioral Intention is defined as subjective possibility 
which reflect willingness of an individual to do some particular task. Different factors 
play vital role in determining the customers intention to use e-payment platform. The 
same factors are not relevant to everyone, factors giving rise to intention to use certain 
thing may differ from person to person. 
According to Fishbein and Ajzen (2009), intent to use an e-wallet is the strength of the 
individual's willingness to acquire the goods. Different aspects such as security, danger, 
lifestyle compatibility, and facilitating conditions influence customers' desire to use in 
various ways.
2.6 Hypothesis development
On reviewing the previous findings and literature as well as current research framework 
the following research hypothesis is designed:
E-payment and internet banking security concerns of the customers are concerns 
about confidentiality, authentication, availability, and fraud (Chen, 2008). The main 
consideration that needed to be taken care is the security of the customers as it is the 
critical factor for the trust to exist (Hernandez-Ortega, 2011). 

H1: Perceived security perceptions have positive effect on customer's trust 
towards e-payment.

Privacy concerns of the users is about losing the control over the provided information 
while conducting the online transactions (Al-Sharafi et al.,  2018). Personal information 
collection, usage, storage, and disclosure are main concerns about the privacy aspect 
(Featherman & Pavlou, 2003). 

H2: Perceived privacy perception has positive effect on customer's trust towards 
e-payment.

Trust is internet banking is divided in to two concepts, which are trusts in banks or 
internet banking vendor and trust in the technology used (Yousafzai et al., 2010). Such 
trustworthiness is important factor for customer's beliefs where users trust in banking 
has enforced security, privacy usability, reliability, and other attributes of online banking 
and such attributes determine the level of trust and at the end the adoption intention 
(Egger, 2000).

H3: Trust has positive impact on customers' intention to use e-payment services.
In numerous studies, it has been commonly employed alongside constructs such as 
integrity, intention, satisfaction and trust (Hernandez-Ortega, 2011). Flavián et al.  
(2020) did study on the customer's intention to use mobile payment and concluded that 
the customer's desire to use mobile payment is highly influenced by perceived ease of 
use.

H4: The perception of ease of use has positive influence on customer's intention to use.
Sthapit & Bajracharya (2019) tested the intention to adopt the e-banking in case of 
Kathmandu among the college students and found that perceived usefulness has greater 
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influence on student's intention to use electronic-banking. In their research, Sariyon  et 
al., (2020) discovered that perceived usefulness has a notably stronger impact on the 
adoption of internet banking among secondary school teachers.
H5: There is a positive relationship between perceived usefulness and customers' 
intention to use.
2.7 Conceptual model
The model was constructed based on a framework derived from the existing literature 
of (Al-Sharafi et al., 2018). Privacy, Security, Trust, Intention to use, Perceived ease of 
use and Perceived usefulness are the variables for the purpose of the study.  
 
 
 
 
 
 
 
 
 
Figure 1: Conceptual Model 
 

3. Methods and Materials 
3.1 Collection of Data 
The data was acquired through the use of a self-administered questionnaire, where 
individuals evaluated the provided items using a Likert scale. To test the hypothesized 
hypothesis, a questionnaire was created in Google Forms and sent through the internet. Many 
research (Al-Sharafi et al. 2018; Gerpott & Kornmeier, 2009; Kim et al. 2010; Lee & Chung, 
2009) related to customers' acceptance of the digital payment are based on the research with 
the sample data ranging around 350 sample size with different environment and condition 
defining the base for the number of responses required for the purpose of the study thus in the 
context of our country total of 327 samples were collected, and data was gathered and 
processed. 
3.2 Measurement Development 
The item for the six construct was taken from the previous research related to internet 
banking adoption. Items were modified to fit with the research topic relating to e-payment 
adoption. DeSalvo, et al., (2006) stated that this measure has been proven to produce reliable 
results, and a good discriminant scale. The items for PU, PEOU, ITU are taken from previous 
research Davis (1989); Venkatesh & Bala (2008) and items for PSC and PPC are taken from 
Yousafzai, Foxall, & Pallister (2010) and item for the PT are taken from Lee & Chung 
(2009). 
3.3 Analysis of Data and Result 
The data analysis was done in two stage analytic process as recommended by Gefen, Straub, 
& Boudreau (2000). The measurement model is assessed to determine how each items load 
back to its construct by conducting the convergent validity and discriminant validity test, 
Composite reliability test and internal consistency reliability test. Next step is the structural 
model evaluation, which is done through determining the relation between the latent variable. 
4 Analysis and Result 
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Figure 1: Conceptual Model
3. Methods and materials
3.1 Collection of data
The data was acquired through the use of a self-administered questionnaire, where 
individuals evaluated the provided items using a Likert scale. To test the hypothesized 
hypothesis, a questionnaire was created in Google Forms and sent through the internet. 
Many research (Al-Sharafi et al. 2018; Gerpott & Kornmeier, 2009; Kim et al. 2010; 
Lee & Chung, 2009) related to customers' acceptance of the digital payment are based 
on the research with the sample data ranging around 350 sample size with different 
environment and condition defining the base for the number of responses required for 
the purpose of the study thus in the context of our country total of 327 samples were 
collected, and data was gathered and processed (Poudel & Sapkota, 2022).
3.2 Measurement development
The item for the six construct was taken from the previous research related to internet 
banking adoption. Items were modified to fit with the research topic relating to 
e-payment adoption. DeSalvo, et al., (2006) stated that this measure has been proven to 
produce reliable results, and a good discriminant scale. The items for PU, PEOU, ITU 
are taken from previous research Davis (1989); Venkatesh & Bala (2008) and items for 
PSC and PPC are taken from Yousafzai et al., (2010) and item for the PT are taken from 
Lee & Chung (2009).
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3.3 Analysis of data and result
The data analysis was done in two stage analytic process as recommended by Gefen 
et al., (2000). The measurement model is assessed to determine how each items load 
back to its construct by conducting the convergent validity and discriminant validity 
test, Composite reliability test and internal consistency reliability test. Next step is the 
structural model evaluation, which is done through determining the relation between 
the latent variable.
4 Analysis and result
Demographic data collection and analysis can offer insights into the traits and 
requirements of various groups, assisting academics, politicians, marketers, and social 
scientists in making choices and adjusting their approaches to target audiences.
4.1 Demographic features of the respondent

Table 4.1 Profile of the respondent
Frequency Percentage

Gender
Female 154 47.09
Male 173 52.91
Age
16-26 183 55.96
27-35 113 43.56
36-50 25 7.65
50 above 6 1.83
Education
SLC 18 5.5
Plus 2 41 12.5
Bachelors 124 37.9
Masters and above 144 44.0
The table 4.1 reflected the demographic features of the survey people, using e-payment 
platform. From the total of 327 respondents, 173 respondents were male and 154 
respondents were female. 
4.2 Correlation between variables
An expression of how closely two variables are linearly related—that is, how much 
they change at the same rate—statistically is called correlation. It is a typical tactic 
for illustrating straightforward associations without explicitly stating cause and effect 
(Poudel & Acharya, 2023; Acharya & Poudel 2023).

Table 4.2 Correlation matrix
 ITU    PEOU PP    PT PU SP

ITU 1
PEOU 0.765 1
PP 0.611 0.614 1
PT 0.592 0.602 0.707 1
PU 0.773 0.785 0.608 0.565 1
SP 0.633 0.571 0.702 0.678 0.569 1 
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The connection between the variables is shown in table 4.2, where we can see that 
intention to use (ITU) has a stronger association with perceived usefulness (r= 0.773) and 
a correlation value of r= 0.765 with perceived ease of use. Again, PP has a correlation 
value of 0.707 with trust and SP has a correlation value of 0.678 with trust, indicating that 
both privacy and security perception have a positive relationship with trust, Similarly, the 
correlation value of PT with ITU is 0.592, indicating a moderate relationship between 
Trust and ITU. Many past research like (Al-Sharafi et al. 2018; Kim et al. 2010) have also 
provided the similar results relating to the variables included in this research.
4.3 Reliability and convergent validity analysis
The consistency and stability of a measuring or assessment instrument are referred to as 
reliability. The degree to which a measurement properly measures what it is designed to 
measure is referred to as validity. The construct or notion that a measuring instrument 
promises to measure must thus truly be measured. The internal consistency, also known as 
dependability, of a group of survey items is measured by the Cronbach's alpha coefficient. 
Use this statistic to assess if a group of items consistently captures the same trait (Acharya 
et al., 2023). These items are of prime important for the research purpose and they are 
measured through the Cronobachs Alpha, AVE, Composite Reliability, outer loading and 
discriminant validity which are calculated and displayed in below tables. 

Table 4.3 Cronbach’s alpha
Construct Number of Items Cronbach's Alpha (α)
ITU 3 0.836
PEOU 4 0.905
PP 6 0.88
SP 5 0.848
P T 3 0.825
PU 4 0.894
The Cronbach's alpha values for all six variables exceeded 0.7, indicating that the items 
demonstrated high reliability and internal consistency, surpassing the acceptable range.

Table 4.4 Composite reliability
Constructs CR AVE
ITU 0.902 0.755
PEOU 0.933 0.778
PP 0.909 0.626
PT 0.895 0.741
PU 0.926 0.758
SP 0.892 0.622
Table 4.4 displayed the composite reliability and Average Variance Extracted for all 
constructions. The Composite Reliability (CR) values were found to be higher than 
0.80, while the Average Variance Extracted (AVE) values exceeded 0.60. These 
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values significantly surpassed the required thresholds, indicating strong reliability and 
construct validity.

Table 4.5 Outer loading
Constructs Items  ITU    PP PEOU    PU PS PT
Intention to use

ITU1 0.891 
ITU2 0.788
ITU3 0.923

Perceived privacy
P1 0.759
P2 0.751
P3 0.812
P4 0.808
P5 0.816
P6 0.798

Perceived ease of use  
PE1 0.879
PE2 0.832
PE3 0.926
PE4 0.890

Perceived usefulness  
PU1 0.876
PU2 0.850
PU3 0.893
PU4 0.864

Perceived security
S1 0.796
S2 0.772
S3 0.817
S4 0.785
S5 0.772

Perceived trust  
T1 0.854
T2 0.837
T3 0.890

The convergent validity of the constructs was assessed using two criteria established by 
Fornell and Larcker (1981). Primary criterion involved assessing the AVE. According 
to Hair et al.(2019), an AVE greater than 0.50 is regarded suitable. Secondary criterion 
involved calculating the total loading of the items onto their respective constructs. 
According to Barclay et al. (1995), the exterior loading or outside loading must be 
more than 0.70 in order to be approved.
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4.4 Discriminant validity

Table 4.6 Discriminant validity 
Constructs ITU PEOU PP PT PU PS

ITU 0.869

PEOU 0.765 0.882

PP 0.611 0.614 0.791

PT 0.592 0.602 0.707 0.861

PU 0.773 0.785 0.608 0.565 0.871

PS 0.633 0.571 0.702 0.678 0.569 0.789
In order to ensure better discriminant validity, Fornell and Larcker (1981) recommend 
that the square root of the Average Variance Extracted for each construct should be 
greater than the inter-construct correlations. All of the constructions in this case meet 
the requisite conditions. Henseler et al., (2015), on the other hand, the use of the HTMT 
scale is advocated for properly testing discriminant validity in variance-based structural 
equation modeling (SEM). According to Henseler et al., a (2015), the threshold value 
for discriminant validity using HTMT is 0.90. All of the values driven are below 0.90 
that indicate that there is no concern regarding discriminant validity in case of the items 
and variables included in the research.
Table 4.7 Discriminant validity — Heterotrait–Monotrait Ratio (HTMT) approach.
Constructs ITU PEOU PP PT PU PS

ITU

PEOU 0.872

PP 0.714 0.686

PT 0.708 0.694 0.825

PU 0.889 0.87 0.682 0.651

PS 0.753 0.65 0.81 0.809 0.651
4.5 Structural model
SEM is a tool for determining if a relationship exists between study constructs based 
on their covariance matrix (Hu et al., 2019).The explanatory power and the t-values 
of the path coefficients were utilized to assess the structural model. Hair et al. (2016) 
proposed R2 values, effect size (f2), and predictive relevance (Q2) as Structural Model 
main criteria for assessment.
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In order to ensure better discriminant validity, Fornell and Larcker (1981) recommend that 
the square root of the Average Variance Extracted for each construct should be greater than 
the inter-construct correlations. All of the constructions in this case meet the requisite 
conditions. Henseler, Ringle, and Sarstedt (2015), on the other hand, the use of the HTMT 
scale is advocated for properly testing discriminant validity in variance-based structural 
equation modeling (SEM). According to Henseler, Ringle, and Sarstedt (2015), the threshold 
value for discriminant validity using HTMT is 0.90. All of the values driven are below 0.90 
that indicate that there is no concern regarding discriminant validity in case of the items and 
variables included in the research. 
Table 4.7 
Discriminant validity — Heterotrait–Monotrait Ratio (HTMT) approach. 

Constructs ITU PEOU PP PT PU PS 

ITU       

PEOU 0.872      
PP 0.714 0.686     

PT 0.708 0.694 0.825    
PU 0.889 0.87 0.682 0.651   

PS 0.753 0.65 0.81 0.809 0.651  

 

 
Figure 2: Measurement Model  

4.5 Structural Model 
SEM is a tool for determining if a relationship exists between study constructs based on their 
covariance matrix (Hu et al., 2019).The explanatory power and the t-values of the path 

Figure 2: Measurement Model 
4.6 Coefficient of determination (R2)
The coefficient of determination was used to demonstrate the explanatory power of 
exogenous factors on endogenous variables. The coefficient of determination was 
employed to gauge the explanatory power of the independent variable on the dependent 
variable. It indicates the extent to which the independent variables can account for the 
changes observed in the dependent variable.

Table 4.8 Coefficient of determination 
Constructs R2 Adjusted R2

Intention  to use (ITU) 0.676 0.673
Perceived trust (PT) 0.564s 0.562

•	 The coefficient of determination of the variable Intention to use (ITU) was 
0.676, which means that the variables that comprise ITU (Perceived Trust, 
Perceived Ease of Use, and Perceived Usefulness) explained 67.6% of changes 
in ITU, while the remaining 32.4% of changes were accounted for by variables 
that were not considered and fell beyond the study's scope.

•	 The coefficient of determination for the measure of PT was 0.564, indicating 
that the factors associated with PT i,e, PS & PP accounted for 56.4% of the 
variations in PT. However, the remaining 43.6% of changes were attributed to 
variables that were not considered within the scope of the research.

4.7 Effect size: F-square (F2) and predictive relevance (Q2)
Cohen (1988) claimed that effect sizes greater than 0.35, 0.15, and 0.02 correspond to large, 
medium, and modest F2 effect sizes, respectively. This indicates that the aforementioned 
values suggest a big, medium, and small impact of the sample on the variables.
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Table 4.9 Values of F2

F2 Original sample t- Stat Prob. values
PEOU -> ITU 0.134 2.368 0.018
PP -> PT 0.24 3.266 0.001
PT -> ITU 0.041 1.538 0.124
PU -> ITU 0.194 2.987 0.003
SP -> PT 0.15 2.46 0.014
Perceived trust and perceived ease of use have little influence on sample size and the 
remaining variables. The effect size index for perceived privacy, perceived usefulness, 
and perceived security is medium. Q2 statistic represents the model's predictive ability in 
forecasting events. According to Sarstedt et al., (2017), a Q2 value larger than zero has 
stronger predictive importance. The value of Q2 is determined via blindfolding.

Table 4.10 Q- Square values 
Constructs SSO SSE Q² (=1-SSE/SSO)
ITU 981 490.596 0.5
PEOU 1308 1308
PP 1962 1962
PT 981 578.178 0.411
PU 1308 1308
SP 1635 1635
The value of Q2 as determined by the blindfolding procedure. In this case, Q2 is 0.50 for 
ITU and 0.411 for PT, both of which are significantly higher than the needed threshold 
of zero. As a result of the aforesaid computation, it is obvious that the model studied in 
the research has more predictive value.
4.8 Path coefficient and hypothesis testing

Table 4.11 Path coefficients 

Hypothesis Relationship Beta Std. deviation t-Stat. Prob. 
value Decisions

H1 SP -> PT 0.359 0.062 5.743 0.000 Supported
H2 PP -> PT 0.455 0.06 7.516 0.000 Supported
H3 PT -> ITU 0.146 0.044 3.303 0.001 Supported
H4 PEOU -> ITU 0.354 0.061 5.822 0.000 Supported
H5 PU -> ITU 0.412 0.059 6.954 0.000 Supported
Table 4.11 displayed the route analysis of the study hypotheses from H1 to H5. The 
route analysis revealed that all of the hypotheses from H1 to H6 are supported. The 
route from security perception to perceived trust (SP->PT) is positive and significant 
(=0.359, t-stat=5.743, and p-value0.05), supporting hypothesis H1. Again, path analysis 
revealed that hypothesis H2 (PP -> PT) is supported, with the relationship between 
Perceived Privacy and Perceived Trust being positive and statistically significant 
(=0.455, t-stat=7.516, and p-value0.05) at the 5% confidence level.
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Similarly, the third hypothesis H3 (PT -> ITU) is validated throughout the path analysis 
and hypothesis testing, with significant and positive relationship between perceived 
Trust and intention to use (= 0.146, t-stat = 3.303, and p-value 0.05). Similarly, in 
the analysis process, it reflected and concluded that both hypothesis H4 (PEOU -> 
ITU) and H5 (PU -> ITU) are supported since they are significant and have a positive 
relationship. H4 has (= 0.354, t-stat = 5.822 and p-value 0.05) and H5 has (= 0.412, 
t-stat = 6.954 and p-value 0.05).
5. Conclusion
The study sought to ascertain the relationship between perceived usefulness, perceived 
ease of use, perceived trust, privacy perception and security perception. The findings 
revealed a substantial positive relationship among perceived trust, perceived privacy 
and security perceptions. It was found that perceived ease of use, perceived trust 
and perceived utility all have a substantial positive association with intention to use. 
Individuals' trust in digital payment platforms grows as their security and privacy 
perceptions improve, which leads to a rise in their desire to utilize digital payment 
platforms. This study also discovered that perceived simplicity of use and perceived 
usefulness boost propensity to use. In the current technological landscape, where 
individuals heavily depend on technology, it has become increasingly challenging 
to avoid its presence. Technology has become an integral part of daily life for many 
people. Even in the case of e-payment, technology has surpassed traditional payment 
methods, with an increasing number of people adopting e-payment platforms.
According to the findings, consumers are more concerned about their privacy than 
they are about their security. This suggested that individuals are concerned about 
the possibility of information leaking while using an electronic-payment platform. 
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Furthermore, this research found that perceived usefulness had a bigger influence on 
intention to use than perceived ease of use. As a result, clients choose a higher level of 
helpful e-payment platform to simple and trustworthy e-payment platforms.
According to studies, privacy and security have approximately identical effects on 
individual trust. As a result, service providers must ensure both the security and privacy 
components of the transaction process. Similarly, they must focus on building public 
confidence by providing easy, rapid, and assessable services that satisfy the needs of 
individuals.
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